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doing so, these efforts will improve Hawai'i’s cybersecurity mitigation posture. Hawai'i
aims to achieve these efforts by maximizing its CIKR capabilities as outlined in the projects 
in this Cybersecurity Strategic Plan. 

11. Cyber Threat Indicator Information Sharing
The Hawai'i State Government closely collaborates with federal partners for threat 
intelligence and information sharing. The Hawai'i State Fusion Center (HSFC) is a Hawai'i
State government program under OHS that facilitates intelligence sharing between county, 
state, and federal agencies, and the public and private sectors. It is uniquely structured to 
empower front-line law enforcement, public safety, fire service, emergency response, 
public health, critical infrastructure partners, and private sector security personnel to 
understand local implications of national intelligence, thus enabling county officials to 
better protect their communities. The HSFC collects tips, leads, and other threat 
information through suspicious activity reporting (SAR). It conducts analysis, disseminates 
intelligence, and provides training and technology resources. The top priorities for the 
HSFC are counter terrorism and cyber security.

12. Leverage CISA Services
Hawai'i currently leverages free federal cybersecurity resources and plans to continue to 
promote and share these resources and services with other state, regional, public, and 
private partners. Some counties and state organizations also participate in the NCSR. One 
objective of Hawai'i’s Cybersecurity Program includes encouraging more partners across 
Hawai'i to elect to participate in the NCSR. 

Cybersecurity Performance Goals (CPGs):  baseline set of cybersecurity practices 
broadly applicable across critical infrastructure with known risk-reduction value.

CISA Cyber Hygiene: Enrollment in CISA's Cyber Hygiene services.  Enrollment will 
be required for recipients and sub-recipients of SLCGP funding. 

National Cybersecurity Review (NCSR): Completion of the NCSR, a self-assessment 
survey designed to help SLTT organizations evaluate their cybersecurity processes.  
Completion of the NCSR will be required for recipients and sub-recipients of SLCGP 
funding. 












































































































































