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RESTROOMS
Right out the 

meeting room 
doors, immediately 
past entrance hall 

on right

For Your Convenience
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WIFI INFO
SSID Name: WiFi SOH-Guest

Username: Law.wifi@hawaii.gov
Password: D2faC

IN CASE OF EMERGENCY
Left out the meeting room doors, 
through double door exit, muster 

out pedestrian gate in visitor 
parking lot.

mailto:Law.wifi@hawaii.gov


State of Hawai‘i Office of Homeland Security

08:00 Networking	
08:30 Welcome,	Administrative	Remarks	(Frank	Pace,	OHS	Administrator)
08:45	 Threat	Brief (Kevin	Baggs,	Hawaii	State	Fusion	Center	Director)
09:15 Elections	Security	Progress,	Challenges,	and	Work	Leading	up	to	November	

(Scott	Nago,	State	Elections	Officer)
10:00 Break
10:15 OHS	Planning	Update	

Cyber	Incident	Response	Plans	and	Exercises;	Workforce	Development	
(Nick	Matthews)	
Critical	Infrastructure	Security	and	Resilience	(Michael	Covert)	

11:00 Cybersecurity	Program	– Progress	on	grant	allocations	(Jimmie	Collins,	OHS	
Chief	Planning	&	Operations)

11:30 Lunch	Break
12:30 Fusion	Liaison	Officer	Program	(Kevin	Baggs,	Hawaii	State	Fusion	Center	

Director)
12:45 Training	&	Exercises	- Calendar	of	Events (Jimmie	Collins,	OHS	Chief	Planning	&	

Operations)
1:00 Break
1:15 Impacts	of	Disinformation	and	Foreign	Influence	During	Disaster	Response

(Frank	Pace,	OHS	Administrator)
2:00 Targeted	Violence	and	Conflict	Resolution	in	Our	Communities	(tentative;	Dr.	

Michael	Champion,	Senior	Advisor	for	Mental	Health	and	the	Justice	System,	
Office	of	Governor)

2:45	 Open	Discussion
3:15	 Closing	Comments	(Frank	Pace,	OHS	Administrator)
3:20 Adjourn

3

Agenda
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Threat Brief
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Mis-, Dis-, and Malinformation Threat Picture
• Physical Threats

• Elected Officials, Political Candidates, Elections 
Workers & Volunteers

• Voter Service Centers/Ballot Drop Boxes
• Election Process Threats

• Confidence in democratic processes 

2024 Election Security 
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Mis-, Dis-, and Malinformation  

• Misinformation – Information that is false, but not created or shared with the intention of 
causing harm.

• Disinformation – False information that is deliberately created to mislead, harm, or manipulate 
a person, organization, or county.

• Malinformation – Information that is based on fact, but used out of context to mislead, harm or 
manipulate a person, organization or country  

2024 Election Security 
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Mis-, Dis-, and Malinformation  

• WHO
• Foreign Malign Influence 

• Russian, Chinese and Iranian state-sponsored
• Social Media Influencers
• Scammers
• Cyber Criminals 

2024 Election Security 
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• WHY
• Create chaos 
• Generate division
• Promote agendas
• Manipulate opinion
• Generate SM activity 
• Undermine confidence in election process  
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• FBI and CISA issued an announcement to raise awareness of attempts to undermine public confidence in the security 
of U.S. elections infrastructure through spread of disinformation and falsely claiming that cyber attacks compromised 
U.S. voter registration databases. 

• Do not accept claims of intrusion at face value, and remember that these claims may be meant to influence public opinion and 
undermine the American people's confidence in our democratic process.

• Be cautious of social media posts, unsolicited emails from unfamiliar email addresses, or phone calls or text messages from 
unknown phone numbers that make suspicious claims about the elections process or its security.

• If you have questions about election security and/or administration in your jurisdiction, rely on state and local government 
election officials as your trusted sources for election information.

• Visit your state and local elections office websites for accurate information about the elections process. Many of these offices
have websites that use a ".gov" domain, indicating they are an official government site.

FBI & CISA Public Service Announcement  
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• White Sands New Mexico 

• June 20, 2024

• Marine Corps Veteran arrested 
and charged federally In New 
Mexico

• US Army Base had to cancel 
scheduled trainings  

Recent Election-Related Incidents Nationwide 
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• June 11, 2024 New Mexico
• Hoped to incite a race war prior to the upcoming 

presidential election
• Had 7 firearms at the time of his arrest
• He sold assault rifles to FBI informants whom he 

believed shared his racist ideologies 
• Targeted a Rap concert because he believed 

there would be a high concentration African 
Americans

• Targeted Georgia because he perceived the 
politics were shifting as a result of the Black 
population

Recent Election-Related Incidents Nationwide 
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• May 17, 2024 Pekin, Illinois

• Social media posts promoting a 
civil war to kill democrat 
politicians 

• Perceived election fraud

Recent Election-Related Incidents Nationwide 
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• 11 March 2024 Waterville, Maine
• Threats to 

• President Biden
• Former President Obama
• George Soros
• LGBTQ+ community
• Mexican politicians
• Manhattan District Attorney Alvin Bragg
• FBI, 
• CIA
• Stockpiling weapons in preparation of Civil 

War
• Immigrants

Recent Election-Related Incidents Nationwide 
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• 30 January 2024 Levittown Pennsylvania
• Called for a civil war to “Fight the Democrats”
• Father was a federal employee
• Called his father a traitor 
• Encouraged violence against government officials
• Fled to a National Guard Facility 
• 20 minute video espoused numerous conspiracy theories 

• Biden Administration
• Immigration and the border
• Fiscal policy 
• Urban crime
• War in Ukraine

Recent Election-Related Incidents Nationwide 



State of Hawai‘i Office of Homeland Security

UNCLASSIFIED//FOR OFFICIAL USE ONLY 

Trump Assassination Attempts:

13 July 2024 
• Butler, Pennsylvania 
• One rally attendee killed and two critically wounded

15 September 2024
• West Palm Beach Florida
• Suspect resided in Hawaii 

Recent Election-Related Incidents Nationwide 
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• Rely on trusted sources:
• State and local election authority websites
• Verified social media accounts from government sources

• Understand warning signs of Pathway to Violence

• Threat Team Hawaii 

• Report suspicious activity to the HSFC

• Go to the OHS Elections Website for more resources

So, What Can Be Done? 

(U) Resources:  
https://law.hawaii.gov/ohs/elections/

https://law.hawaii.gov/ohs/elections/
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Important Date Reminders: 

• 18 October 2024 Voters receive ballots (sent via mail)

• 22 October 2024 Voter Service Centers open

• 05 November 2024 Election Day General

HSFC Election-Related Products 
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Report Suspicious Activity to the HSFC!
HSFC@hawaii.gov or at https://hsfc.hawaii.gov

mailto:HSFC@hawaii.gov
https://hsfc.hawaii.gov/
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Elections Security Progress, Challenges, and Work 
Leading up to November 
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Break
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Presentation will resume at 1015
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OHS Planning Update: Cyber Incident Response 
Plans and Exercises; Workforce Development

UNCLASSIFIED//FOR OFFICIAL USE ONLY
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• Purpose
• Workstream 3: Cybersecurity

o Obj. 3 – Statewide Cybersecurity 
Strategy and Implementation Plan

o Obj. 4 – Subrecipient Cyber Incident 
Response Plans

o Obj. 5 – Statewide Cyber Workforce 
Development Strategy

• Action Items/Wrap-Up
• Open Discussion/Questions

21

Agenda
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Purpose
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Provide an update on OHS planning efforts related to 
the Cybersecurity Workstream
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Objective 5Objective 4Objective 3

Cyber Workstream
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Subrecipient Cyber Incident 
Response Plans

Develop subrecipient Cyber 
Incident Response Plans: 

§ Synchronize to the State 
Cyber Disruption Response 
Plan and model after the 
Office of Enterprise 
Technology Services Cyber 
Incident Response Plan

§ Develop and implement field 
county/entity Cyber Incident 
Response Plan Exercises

Statewide Cyber Workforce  
Development Strategy 

Develop Statewide Cyber 
Workforce Development 
Strategy and County/Entity 
Level Implementation Plans:

§ Establish continuous testing, 
evaluation, and structured 
assessments approach

§ Define data gathering 
schema and metrics

§ Establish strategic 
relationships with ongoing 
Hawaii workforce efforts

Statewide Cybersecurity Strategy 
and Implementation Plan
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Obj. 3 Project Scope
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• Aligned with DHS guidance for the State and Local Cybersecurity Grant 
Program (SLCGP)

• Articulated multi-year vision for building and strengthening 
cybersecurity capabilities across the state

• Proposed 16 cybersecurity projects for potential future SLCGP funding
• Submitted prior to 29 September deadline; approved by DHS in 

October

Develop Statewide Cybersecurity Strategy and 
Implementation Plan:
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Obj. 3 Implementation Plan
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The Implementation Plan serves as a roadmap to steer Hawai'i towards the realization 
of the strategic timelines, goals, and projects outlined in this plan.
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Obj. 4 Project Scope
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Develop Subrecipient Cyber Incident 
Response Plans:

1. Synchronize to the State Cyber Disruption Response Plan 
and model after the Office of Enterprise Technology 
Services Cyber Incident Response Plan

2. Develop and implement field county/entity Cyber 
Incident Response Plan Exercises
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• Complete: Working Group review and comment on draft plan
• In-Progress: Routing final draft for final approval/signature
• October-November: Technical assistance sessions for subrecipients

27

Next Steps: CIRP Plan
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• In-Progress: Logistical planning (e.g., venue search, etc.)
• October-November: Participant outreach
• November-January: Exercise Planning
• January: Tabletop exercises targeted for last week in January 2025

28

Next Steps: CIRP Exercises
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Obj. 5 Project Scope
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• Establish continuous testing, evaluation, 
and structured assessments approach

• Define data gathering schema and metrics
• Establish strategic relationships with 

ongoing Hawaii workforce efforts

Develop Statewide Cyber 
Workforce Development 
Strategy and County/Entity 
Level Implementation Plans:
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Workforce Strategy Contents 
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• In-Progress: OHS review of first draft
• September 27: Working Group review of first draft
• October 2: Next Working Group meeting
• November: Finalize workforce strategy

31

Next Steps: Cyber Workforce Development 
Strategy
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Primary Point of Contact

Project Manager

Jimmie Collins, Hawai'i State Office of Homeland Security

jimmie.l.collins@Hawaii.gov

Jon Shear, ReadyZoneHQ

jon.shear.consultant@hawaii.gov

Project Leads

Open Discussion/Questions

329/24/24

Nick Matthews: Workstream 3 (Cyber)

nick.matthews.consultant@hawaii.gov

Nick.Matthews@cadmusgroup.com
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OHS Planning Update: Critical Infrastructure 
Security and Resilience 
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• Purpose
• Plan Development Timeline
• CISRP Implementation Plan 

Walkthrough
• Wrap-Up

34

Agenda

UNCLASSIFIED//FOR OFFICIAL USE ONLY



State of Hawai‘i Office of Homeland Security

35

Purpose
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Provide an overview of 
the OHS CISRP 

Implementation Plan.
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Plan Development Timeline
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Plan Development Timeline
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Project Scope
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• “Articulate” the conduct of a comprehensive inventory and baseline 
interdependency assessment of the state’s critical infrastructure and 
their dependencies/interdependencies to inform the development of:
• Threat mitigation activities
• Incident response capabilities and capacity
• Long-term resiliency investment planning

• Synchronize plan and execution to current critical infrastructure 
inventories and related data and systems

Develop an Implementation Plan for establishing a 
critical infrastructure data management system to 
include:

Source: https://www.cisa.gov/resources-tools/resources/infrastructure-resilience-
planning-framework-irpf

Source: https://dod.hawaii.gov/ohs/plans

https://www.cisa.gov/resources-tools/resources/infrastructure-resilience-planning-framework-irpf
https://www.cisa.gov/resources-tools/resources/infrastructure-resilience-planning-framework-irpf
https://dod.hawaii.gov/ohs/plans
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Critical Infrastructure Security and Resilience 
Program Overview
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The Hawai‘i Critical Infrastructure Security & Resilience 
Program (CISRP) Planning Framework

Implementation and Evaluation*

Develop Actions

Risk Assessment

Critical Infrastructure Identification

Lay the Foundation
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CISRP Implementation Plan 
Walkthrough
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Executive Summary

Definition of CI according to the 
OHS CISRP

Clarifies OHS’ initial effort of 
focusing on Tier 1 Sectors 

Emphasizes the need to improve 
sustainability in Hawaii’s CI 
environment

Highlights the purpose of this Plan 
and how OHS developed it
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Introduction
Highlights OHS’ accomplishments of 
establishing a CI WG

Discusses Supporting 
Documentation (i.e., CISRP and 
IRPF) 

Provides an overview of Plan Goals

Emphasizes the Governor’s 
Mitigation Strategy
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Section 2: Methodology and Planning Process
Provides an Overview of the Plan 
Development timeline

Explains Tier 1 Sectors and provides 
examples of assets within them

Highlights OHS’ Stakeholder 
Engagement

Portrays the number of Documents 
reviewed in the Gap Analysis
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Provides definitions for Table 
Elements throughout the 
section

Clarifies inputs, activities, time 
frames, and anticipated 
outputs for each goal and 
objective

Contains an Implementation 
Plan table and a Measurement 
Plan table for each Goal

Section 3: Critical Infrastructure Resilience 
Strategy Implementation Goals
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Timeframes: Year 1

9/24/24 UNCLASSIFIED//FOR OFFICIAL USE ONLY



State of Hawai‘i Office of Homeland Security

47

Timeframes: 
Years 2 and 3
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Goal 1: Reduce 
Vulnerabilities in and 
Risk to Critical 
Infrastructure
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Implementation Table Layout
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Measurement Plan Table Layout
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Goal 2: Reduce 
Threat Exposure 
for Critical 
Facilities
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Goal 3: Plan for 
Reboundable 
Restoration of 
Critical 
Infrastructure
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Goal 4: Establish 
Mechanisms for 
Incorporating 
Resilience into 
Planning
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Provides a list of Identified 
Potential Collaborators and 
Implementing Partners

Displays Responsibility Assignment 
Matrix

Highlights partners committed to 
each activity throughout 
implementation

Appendix A:  Implementing Partners and 
Identified Potential Collaborators
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Responsibility Assignment Matrix
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Identified Potential Collaborators
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Appendices B and C
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Appendix D: Stakeholder Engagement
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Appendix E: 
References
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Appendix F: Plan Maintenance
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Wrap-Up
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• Please reach out to OHS to get involved in future Working Group 
meetings:
• jimmie.l.collins@hawaii.gov

62

Call to Action
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Cybersecurity Program – Progress on grant 
allocations 
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Purpose
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Provide a forward-looking overview of coming 
activities under the Statewide Cybersecurity Program, 

founded on recent SLCGP Subcommittee decisions 
regarding Eligible Subrecipients, Central Provisioning, 

and Funds Distribution Allocation Targets.
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• State Departments, Offices, and Agencies (Executive Branch and otherwise), to include:

• Other State Entities, such as:

• Counties and their Departments, Offices, and Agencies

65

Eligible Subrecipients
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o Enterprise Technology Services
oUniversity of Hawaii
oDepartment of Education
oOffice of Hawaiian Affairs
o Judiciary, House, Senate

oHawaii Health Systems Corporation (HHSC)
oHawaii Housing Finance and Development Corporation (HHFDC) 
oHawai'i Community Development Authority (HCDA)
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Note: Grant requires each/all Subrecipient agreement to centrally held funds (Subrecipient Retention Agreement)

• ETS open for subrecipients to take advantage of ‘what ETS already offers’ 
• These offers may or may not amount to requiring funding, as such OHS expects both 

parties to come back with project proposal if it does
• Objective 1: Governance and Planning, Project 6: Threat Intelligence and 

Information Sharing* 
• Objective 4: Workforce Development, Project 4: Develop and Deploy CRT*
• Objective 4: Workforce Development, Project 10: Develop and Expand 

Relationships With Academic Partners  (PISCES) *
• Objective 4: Workforce Development, Project 14: Develop and Implement a 

Robust Cybersecurity Training Program*

*Project identified in Statewide Cybersecurity Strategy and Implementation Plan 66

Central Provisioning
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Fund Allocation Across Objective/Project/Year
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FY 2022 % FY 2023* % FY 2024* % FY 2025* %
Federal Allocation $2,243,539.00 100 $4,567,336.00 80 $3,362,000.00 70 $1,121,000.00 60
** State Match Waived $1,141,834.00 20 $1,440,857.14 30 $747,333.33 40
Total Available $2,243,539.00 100 $5,709,170.00 100 $4,802,857.14 100 $1,868,333.33 100

Grant Administration $112,176.95 5 $285,458.50 5 $240,142.86 5 $93,416.67 5

Objective 1: Governance and Planning $641,249.05 29 $570,917.00 10 $480,285.71 10 $373,666.67 20
Objective 2: Assessment and Evaluation $213,750.00 10 $1,427,292.50 25 $1,200,714.29 25 $280,250.00 15
Objective 3:  Mitigation $848,863.00 38 $2,283,668.00 40 $1,921,142.86 40 $747,333.33 40
Objective 4: Workforce Development $427,500.00 19 $1,141,834.00 20 $960,571.43 20 $373,666.67 20
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OHS Project Proposals (Admin + Central)
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FY 2022 % FY 2023* % FY 2024* % FY 2025* %
Federal Allocation $2,243,539.00 100 $4,567,336.00 80 $3,362,000.00 70 $1,121,000.00 60
** State Match Waived $1,141,834.00 20 $1,440,857.14 30 $747,333.33 40
Total Available $2,243,539.00 100 $5,709,170.00 100 $4,802,857.14 100 $1,868,333.33 100

Grant Administration $112,176.95 5 $285,458.50 5 $240,142.86 5 $93,416.67 5

Objective 1: Governance and Planning $641,249.05 29 $570,917.00 10 $480,285.71 10 $373,666.67 20
Statewide Cybersecurity Plan $450,000.00 20 $0.00 0 $0.00 0 $186,833.33 10
Cyber Incident Response Plans $100,000.00 14 $0.00 0 $0.00 0 $0.00 0
Cyber Incident Response Exercises $91,249.05 4 $0.00 0 $0.00 0 $0.00 0
6. Threat Intelligence and Information Sharing 0 $570,917.00 10 $480,285.71 10 $186,833.33 10

Objective 2: Assessment and Evaluation $213,750.00 10 $1,427,292.50 25 $1,200,714.29 25 $280,250.00 15
Develop asset protections and recovery actions.
Continuous testing, education, evaluation, and structured assessments.
Statewide inventory of devices, systems, software platforms, and applications. 
Foster understanding of organizational cybersecurity risks to operations and assets.
Perform vulnerability scans; develop and implement a risk-based vulnerability management plan.

Objective 3:  Mitigation $848,863.00 38 $2,283,668.00 40 $1,921,142.86 40 $747,333.33 40
5. Support Funding of Cybersecurity Projects at the County Level
11. Develop Educational Materials on Cybersecurity Insurance
3. Develop Purchasing Standards for Cybersecurity Third-Party Vendors
16. Secure and Enhance Connections in Cybersecurity Infrastructure

Objective 4: Workforce Development $427,500.00 19 $1,141,834.00 20 $960,571.43 20 $373,666.67 20
Workforce Development Strategy/Implementation Plans $427,500.00 19
2. Enhance Cybersecurity Workforce Recruitment and Staffing 0
4. Develop and Deploy CRT Team 0
10. Develop and Expand Relationships With Academic Partners 0
14. Develop and Implement a Robust Cybersecurity Training Program 0
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Open for Subrecipient Project Proposals
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FY 2022 % FY 2023* % FY 2024* % FY 2025* %
Federal Allocation $2,243,539.00 100 $4,483,000.00 80 $3,362,000.00 70 $1,121,000.00 60
** State Match Waived $1,120,750.00 20 $1,440,857.14 30 $747,333.33 40
Total Available $2,243,539.00 100 $5,603,750.00 100 $4,802,857.14 100 $1,868,333.33 100

Grant Administration $112,176.95 5 $280,187.50 5 $240,142.86 5 $93,416.67 5

Objective 1: Governance and Planning $641,249.05 29 $560,375.00 10 $480,285.71 10 $373,666.67 20
Statewide Cybersecurity Plan $450,000.00 20 $0.00 0 $0.00 0 $186,833.33 10
Cyber Incident Response Plans $100,000.00 14 $0.00 0 $0.00 0 $0.00 0
Cyber Incident Response Exercises $91,249.05 4 $0.00 0 $0.00 0 $0.00 0
6. Threat Intelligence and Information Sharing 0 $560,375.00 10 $480,285.71 10 $186,833.33 10

Objective 2: Assessment and Evaluation $213,750.00 10 $1,400,937.50 25 $1,200,714.29 25 $280,250.00 15
Develop asset protections and recovery actions.
Continuous testing, education, evaluation, and structured assessments.
Statewide inventory of devices, systems, software platforms, and applications.
Foster understanding of organizational cybersecurity risks to operations and assets.
Perform vulnerability scans; develop and implement a risk-based vulnerability management plan.

Objective 3:  Mitigation $848,863.00 38 $2,241,500.00 40 $1,921,142.86 40 $747,333.33 40
5. Support Funding of Cybersecurity Projects at the County Level
11. Develop Educational Materials on Cybersecurity Insurance
3. Develop Purchasing Standards for Cybersecurity Third-Party Vendors
16. Secure and Enhance Connections in Cybersecurity Infrastructure

Objective 4: Workforce Development $427,500.00 19 $1,120,750.00 20 $960,571.43 20 $373,666.67 20
Workforce Development Strategy/Implementation Plans $427,500.00 19
2. Enhance Cybersecurity Workforce Recruitment and Staffing 0
4. Develop and Deploy CRT Team 0
10. Develop and Expand Relationships With Academic Partners 0
14. Develop and Implement a Robust Cybersecurity Training Program 0



State of Hawai‘i Office of Homeland Security

Action Items
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Task POC Assigned Deadline

Develop application and Award Guidance. OHS/Jimmie In review

Research: Incorporate insurance carrier assessment/evaluation/other 
requirements of subrecipients into assessment/evaluation criteria? 
What are current subrecipient insurance carriers requiring of them? 

OHS/Jimmie TBD

Research: What to do with investments in or impacting cybersecurity 
under HSGP, PSGP, NSGP, etc.? Require SLCGP Subcommittee review, 
input, approval?

OHS/Jimmie TBD

Research: Use for response retainer … add project for development 
of emergency procurement of response.

OHS/Jimmie TBD

Research: Guidance on standards – CISA CPG Checklist OHS/Jimmie TBD
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Point of Contact:
Ms. Jimmie L Collins 

Chief, Planning and Operations
Hawaii Office of Homeland Security 

jimmie.l.collins@hawaii.gov
office: 808-369-3570
cell: 808-223-2099

mailto:jimmie.l.collins@hawaii.gov
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Fusion Liaison Officer Program 
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• The Fusion Liaison Officer Program is part of nationally recognized program designed to 
strengthen and streamline information sharing between fusion centers and their public 
safety partners. 

• Collateral duty
• Formalized point-of-contact between their agency and HSFC
• Resource for their agencies to leverage HSFC capabilities
• Access to HSFC databases

• Develop a private sector liaison program in the future.

Fusion Center Liaison Officer Program Overview 
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Fusion Liaison Officer Program

• Two-day certification course

• 75 applicants

• 21 Agencies 

• 44 certified FLOs
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2024 Fusion Liaison Officer Program Briefings

• Breaking Down Silos: Public Safety Intelligence Coordination in All-Hazards Environment

• 28 CRF Part 23

• FBI Joint Terrorism Task Force

• Fusion Center and Liaison Involvement in the 1 October 2017 Las Vegas Mass Shooting

• HSFC Analytical Support and Operational Support Overview

• Suspicious Activity Reporting and National Threat Evaluation Report Program
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Training & Exercises - Calendar of Events 
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• Completed Training
• Scheduled Training
• Training – Scheduling Under Way

9/24/24

Agenda
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Training Completed for 2024 
(as of 19 Sep 24)

SHORT TITLE LONG TITLE HOURS START END
E0146 Homeland Security Exercise and Evaluation Program (HSEEP) Training Course 16.00 6/29/23 6/30/23

PER-256 Comprehensive Cybersecurity Defense 32.00 5/20/24 5/23/24
PER-382 Malware Prevention, Discovery and Recovery 32.00 5/28/24 5/31/24

Auxiliary Communications (AUXCOMM) 16.00 8/3/24 8/4/24
E0969 NIMS ICS All-Hazards Communications Unit Leader (COML) 25.00 8/6/24 8/9/24

MISSION

Management
Cybersecurity
Critical Infrastructure Security and Resilience
Terrorism & Targeted Violence

https://www.firstrespondertraining.gov/frts/npccatalog?id=2460
mailto:jwnobles@cji.edu
https://www.firstrespondertraining.gov/frts/npccatalog?id=5027
https://www.firstrespondertraining.gov/frts/npccatalog?id=2214
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Training Scheduled for 2024 
(as of 19 Sep 24)

SHORT TITLE LONG TITLE HOURS START END
AWR-213 Critical Infrastructure Security and Resilience Awareness 8.00 9/23/24 9/23/24
MGT-310 Threat and Hazard Identification and Risk Assessment and Stakeholder Preparedness Review 16.00 9/24/24 9/25/24
MGT-315 Conducting Risk Assessments for Critical Community Assets 16.00 9/26/24 9/27/24
MGT-414 Critical Infrastructure Resilience and Community Lifelines 8.00 9/30/24 9/30/24
MGT-452 Physical and Cybersecurity for Critical Infrastructure 32.00 10/1/24 10/1/24
MGT-466 Sport and Special Event Enhanced Risk Management and Assessment 15.00 10/22/24 10/23/24
MGT-475 Crowd Management for Sport and Special Events 16.00 10/24/24 10/25/24
AWR-428 Practical Internet of Things (IoT) Security 8.00 12/10/24 12/10/24
AWR-383 Cybersecurity Risk Awareness for Officials and Senior Management 4.00 12/11/24 12/11/24
PER-398 Cybersecurity Resiliency in Industrial Control Systems 8.00 12/12/24 12/12/24

AWR-421 Demystifying Cyber Attacks 6.00 1/14/25 1/14/25
MGT-303 Cybersecurity Vulnerability Assessment 16.00 1/15/25 1/16/25
MGT-303 Cybersecurity Vulnerability Assessment 16.00 1/15/25 1/16/25
MGT341 Disaster Preparedness for Healthcare Organizations within the Community Infrastructure 16.00 2/26/25 2/27/25
MGT343 Disaster Management for Water and Wastewater Utilities @Oahu 16.00 3/3/25 3/4/25
MGT343 Disaster Management for Water and Wastewater Utilities @Kauai 16.00 3/6/25 3/7/25
MGT343 Disaster Management for Water and Wastewater Utilities @Maui 16.00 3/10/25 3/11/25
MGT343 Disaster Management for Water and Wastewater Utilities @Hawaii Island 16.00 3/13/25 3/14/25
MGT-318 Public Information in an All-Hazards Incident 16.00 5/27/25 5/28/25
MGT-318 Public Information in an All-Hazards Incident 16.00 5/29/25 5/30/25
PER-343 Social Media Engagement Strategies 8.00 6/2/25 6/2/25
PER-343 Social Media Engagement Strategies 8.00 6/3/25 6/3/25
MGT317 Disaster Management for Public Services 16.00 8/19/25 8/20/25
MGT345 Disaster Management for Electric Power Systems 16.00 8/21/25 8/22/25

MISSION

Management
Cybersecurity
Critical Infrastructure Security and Resilience
Terrorism & Targeted Violence

https://www.firstrespondertraining.gov/frts/npccatalog?id=384
https://www.firstrespondertraining.gov/frts/npccatalog?id=244
https://www.firstrespondertraining.gov/frts/npccatalog?id=254
https://www.firstrespondertraining.gov/frts/npccatalog?id=1001
https://www.firstrespondertraining.gov/frts/npccatalog?id=3322
https://www.firstrespondertraining.gov/frts/npccatalog?id=4853
https://www.firstrespondertraining.gov/frts/npccatalog?id=5986
https://teex.org/class/awr383/
https://teex.org/class/per398/
https://teex.org/class/AWR421/
https://teex.org/class/MGT303/
https://teex.org/class/MGT303/
https://www.firstrespondertraining.gov/frts/npccatalog?id=401
https://www.firstrespondertraining.gov/frts/npccatalog?id=284
https://www.firstrespondertraining.gov/frts/npccatalog?id=284
https://www.firstrespondertraining.gov/frts/npccatalog?id=284
https://www.firstrespondertraining.gov/frts/npccatalog?id=284
https://www.firstrespondertraining.gov/frts/npccatalog?id=257
https://www.firstrespondertraining.gov/frts/npccatalog?id=257
https://www.firstrespondertraining.gov/frts/npccatalog?id=4389
https://www.firstrespondertraining.gov/frts/npccatalog?id=4389
https://www.firstrespondertraining.gov/frts/npccatalog?id=256
https://www.firstrespondertraining.gov/frts/npccatalog?id=286
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Training - Scheduling Under Way
(as of 19 Jun 24)

SHORT TITLE LONG TITLE HOURS
AWR-136 Essentials of Community Cybersecurity 4.00
AWR-376 Understanding Targeted Cyber Attacks 8.00
AWR-427 Cybercrime Insight and Introduction to Digital Evidence Identification 8.00
AWR-432 Integrating Cyber Hazard Response into Exercise Planning 4.00
AWR-432 Integrating Cyber Hazard Response into Exercise Planning 4.00
MGT-384 Preparing for Cyber Attacks & Incidents 16.00
MGT-452 Physical and Cybersecurity for Critical Infrastructure 8.00
MGT-473 Organizational Cybersecurity Information Sharing 16.00
MGT-456 Integration of Cybersecurity Personnel into the Emergency Operations Center for Cyber Incidents 24.00
MGT-465 Recovering from Cybersecurity Incidents 16.00
PER-371 Cybersecurity Incident Response for IT Personnel 24.00
MGT-303 Cybersecurity Vulnerability Assessment *new 16.00
PER-257 Cybersecurity First Responder 32.00
PER-377 Cybersecurity Proactive Defense 32.00
E0300 ICS 300: Intermediate Incident Command System for Expanding Incidents 21.00
E0400 ICS 400: Advanced Incident Command System for Complex Incidents 15.00

MGT-404 Sport and Special Event Incident Management 16.00
E1301 Continuity Planning 16.00
E1302 Continuity of Operations Program Management 16.00

AWR-122-1 Law Enforcement Prevention and Deterrence of Terrorist Acts (Train-the-Trainer) 15.00
PER-383 Document Inspection for Law Enforcement 8.00
PER-275 Law Enforcement Active Shooter Emergency Response (LASER) (Train-the-Trainer) 24.00

PER-340-1 Active Threat Integrated Response Course (ATIRC) (Train-the-Trainer) 8.00
MGT-335 Event Security Planning for Public Safety Professionals 16.00

AWR-167 Sport and Special Event Risk Management 16.00
MGT-412 Sport and Special Event Evacuation and Protective Actions 15.00

AWR-219-C Site Protection through Observational Techniques, Customized 4.00

MISSION

Management
Cybersecurity
Critical Infrastructure Security and Resilience
Terrorism & Targeted Violence

https://teex.org/Pages/Class.aspx?course=AWR136&courseTitle=Essentials+of+Community+Cybersecurity
https://teex.org/class/AWR376/
https://www.firstrespondertraining.gov/frts/npccatalog?id=6685
https://teex.org/Pages/Class.aspx?course=MGT384&courseTitle=The+EOC
https://teex.org/Pages/Class.aspx?course=MGT452&courseTitle=Physical+and+Cybersecurity+for+Critical+Infrastructure
https://www.firstrespondertraining.gov/frts/npccatalog?id=5643
https://nationalcpc.org/courses.html
https://nationalcpc.org/courses.html
https://www.firstrespondertraining.gov/frts/npccatalog?id=4453
https://www.firstrespondertraining.gov/frts/npccatalog?id=2604
https://www.firstrespondertraining.gov/frts/npccatalog?id=7165
https://www.firstrespondertraining.gov/frts/npccatalog?catalog=EMI
https://www.firstrespondertraining.gov/frts/npccatalog?catalog=EMI
https://teex.org/class/mgt404/
https://www.firstrespondertraining.gov/frts/npccatalog?id=5884
https://www.firstrespondertraining.gov/frts/npccatalog?id=5885
https://www.firstrespondertraining.gov/frts/npccatalog?id=21
https://www.firstrespondertraining.gov/frts/npccatalog?id=5763
https://www.firstrespondertraining.gov/frts/npccatalog?id=526
https://www.firstrespondertraining.gov/frts/npccatalog?id=5525
https://www.firstrespondertraining.gov/frts/npccatalog?id=278
https://www.firstrespondertraining.gov/frts/npccatalog?id=4853
https://ncs4.usm.edu/training/dhs-fema-courses/mgt-412-sport-and-special-event-evacuation-and-protective-actions/
https://www.firstrespondertraining.gov/frts/npccatalog?id=4390
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Point of Contact:
Ms. Jimmie L Collins 

Chief, Planning and Operations
Hawaii Office of Homeland Security 

jimmie.l.collins@hawaii.gov
office: 808-369-3570
cell: 808-223-2099

mailto:jimmie.l.collins@hawaii.gov
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Presentation will resume at 1315
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Impacts of Disinformation and Foreign Influence 
During Disaster Response 
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PROBLEM:

Mis – Dis - Mal Information

Cause | Response | Recovery

1

2
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MDM

(U) Sourcing: The Associated Press

(U) Sourcing: The New York Times

(U) Sourcing: USA Today
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SOLUTION SETS

Visible & Unified Effort of 
Information Transparency 

Counter Narrative

One-Stop-Shop for Resources and 
Answers (FAQ)

1

2

3
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Open Discussion
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Closing Comments
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dod.ohs@hawaii.gov
https://law.hawaii.gov/ohs/

Office of Homeland Security
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